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ABSTRACT

Steganography is hiding private or secret data within a carrier in invisible manner. The
medium where the secret data is hidden is called as cover medium which can be an
image, video or an audio file. Any stego algorithm removes the redundant bits in the
cover media and inserts the secret data into the space. Higher the quality of video or
sound, more redundant bits are available for hiding. To provide secure communication
between the users by using the video Steganography is used. Here to provide a secure
transfer of the data in the military information using video Steganography by applying the
Diffie- Hellman algorithm used for key generation and LSB matching revised algorithm
this method creates an index for the secret information and the index is placed in a frame
of the video itself. With the help of this index, the frames containing the secret
information are located. Hence, during the extraction process, instead of analyzing the
entire video, the frames containing the secret data are analyzed with the help of index at

the receiving end. This both techniques used for encrypt and decrypt the data.
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