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ABSTRACT

Steganography refers to information or a file that has been concealed inside a digital picture,
video or audio file. The staggering growth in communication technology and usage of public
domain channels has greatly facilitated transfer of data. However, such open communication
channels have greater vulnerability to security threats causing unauthorized information
access. Though steganography is a very old method of hiding information behind some
object, but still this is very effective for secure data transfer and data exchange. Today
steganography is used for digital objects like text, audio, video and images. Achieving more

embedding capacity by maintaining the visual quality has become a challenging task. Data

hiding methods like integer wavelet transform and histogram shifting shifts part of the

histogram, to create space for embedding the secret information bits. The method embeds
secret data while maintaining the visual quality well. Integer to integer wavelet
transformation is applied to the secret data and wavelet histogram is used for embedding as it
has a Laplacian like distribution and embedding can be done on both sides of the histogram to
embed more data. Images with more number of points on the wavelet histogram peak can
embed more data. The widely used measure PSNR and MSE is used to assess visual quality

of the embedded video. The high compression ratio is maintained to improve the embedding

capacity.



